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develop recruitment plans; and to assign
personnel. Other offices may maintain
similar kinds of records relative to their
specific duties, functions, and
responsibilities.

In addition to the disclosures
permitted under subsection (b) of the
Privacy Act, which includes disclosure
to other NRC employees who have a
need for the information in the
performance of their duties, NRC may
disclose information contained in this
system of records without the consent of
the subject individual if the disclosure
is compatible with the purpose for
which the information was collected
under the following routine uses:

a. To employees and contractors of
other Federal, State, local, and foreign
agencies or to private entities in
connection with joint projects, working
groups, or other cooperative efforts in
which the NRC is participating.

b. To the National Archives and
Records Administration or to the
General Services Administration for
records management inspections
conducted under 44 U.S.C. 2904 and
2906.

c. For any of the routine uses
specified in the Prefatory Statement of
General Routine Uses.

POLICIES AND PRACTICES FOR STORING,
RETRIEVING, ACCESSING, RETAINING, AND
DISPOSITION OF RECORDS IN THE SYSTEM:

STORAGE:
Information is maintained in

computerized form and in paper copy.
Computerized form includes
information stored in memory, on disk,
and on computer printouts.

RETRIEVABILITY:
Information may be retrieved in a

number of ways, including but not
limited to the individual’s name, social
security number, position title, office, or
skill level; various skills, knowledge,
training, education, or work experience;
or subject or key words developed for
the system.

SAFEGUARDS:
Records are maintained in buildings

where access is controlled by a security
guard force. Records are maintained in
areas where access is controlled by
keycard and is limited to NRC and
contractor personnel and to others who
need the records to perform their official
duties. Access to computerized records
requires use of proper password and
user identification codes.

RETENTION AND DISPOSAL:
System input records are destroyed

after the information is converted to
electronic medium and verified in

accordance with General Records
Schedules 20–2. a and b. System data
maintained electronically are currently
unscheduled and must be retained until
a records disposition schedule for this
information is approved by the National
Archives and Records Administration.
Hard copy records documenting skills
requirements, assessments, strategies,
and plans for meeting the requirements
are currently unscheduled and must be
retained until a records disposition
schedule for this information is
approved by the National Archives and
Records Administration.

SYSTEM MANAGER(S) AND ADDRESS:

Assistant to the Chief Information
Officer, U.S. Nuclear Regulatory
Commission, Washington, DC 20555–
0001.

NOTIFICATION PROCEDURE:

Individuals seeking to determine
whether this system of records contains
information pertaining to themselves
should write to the Chief, Freedom of
Information/Local Public Document
Room Branch, Office of Information
Resources Management, U.S. Nuclear
Regulatory Commission, Washington,
DC 20555–0001 and comply with NRC’s
Privacy Act regulations regarding
verification of identity contained in
NRC’s Privacy Act regulations, 10 CFR
part 9.

RECORD ACCESS PROCEDURE:

Same as ‘‘Notification Procedure’’ and
comply with NRC’s Privacy Act
regulations regarding verification of
identity and record access procedures
contained in NRC’s Privacy Act
regulations, 10 CFR part 9.

CONTESTING RECORD PROCEDURE:

Same as ‘‘Notification Procedure’’ and
comply with NRC’s Privacy Act
regulations regarding verification of
identity and contesting record
procedures contained in NRC’s Privacy
Act regulations, 10 CFR part 9.

RECORD SOURCE CATEGORIES:

Information in this system of records
is obtained from a number of sources,
including but not limited to the
individual to whom it pertains,
information derived from that supplied
by the individual, other systems of
records, supervisors and other NRC
officials; contractors, and other agencies
or entities.

Dated at Rockville, MD, this 25th day of
March, 1997.

For the Nuclear Regulatory Commission.
Anthony J. Galante,
Chief Information Officer.
[FR Doc. 97–8052 Filed 3–28–97; 8:45 am]
BILLING CODE 7590–01–P

PRESIDENT’S COMMISSION ON
CRITICAL INFRASTRUCTURE
PROTECTION

Public Meeting

ACTION: Atlanta PCCIP public meeting.
TIME AND DATE: 9:00 a.m.–12:00 p.m.,
Friday, April 18, 1997.
PLACE: Inforum, 250 William Street,
Atlanta, GA 30303.
MATTERS TO BE CONSIDERED: Advice or
comments of any concerned citizen,
group or activity on assuring America’s
critical infrastructures.

Note: A sign-language interpreter will be
available for the hearing-impaired.

CONTACT PERSON FOR MORE INFORMATION:
Nelson McCouch, Public Affairs
Director, (703) 696–9395,
nelson.mccouch@pccip.gov.
Jim Kurtz,
Executive Secretariat, President’s
Commission on Critical Infrastructure
Protection.
[FR Doc. 97–8057 Filed 3–28–97; 8:45 am]
BILLING CODE 3110–$$–P

SECURITIES AND EXCHANGE
COMMISSION

[Rel. No. IC–22581; 812–10474]

The Advisors’ Inner Circle Fund;
Notice of Application

March 25, 1997.
AGENCY: Securities and Exchange
Commission (the ‘‘SEC’’).
ACTION: Notice of Application for
Exemption under the Investment
Company Act of 1940 (‘‘the Act’’).

APPLICANT: The Advisors’ Inner Circle
Fund (the ‘‘Fund’’), on behalf of each
series thereof, including any series
created after the date of the application
(a ‘‘Portfolio’’ and together, the
‘‘Portfolios’’).
RELEVANT ACT SECTIONS: Exemptions
requested under sections 6(c) and 17(b)
from section 17(a) of the Act.
SUMMARY OF APPLICATION: Applicant
seeks an order to permit redemptions in
kind shares of the Portfolios by
shareholders who are ‘‘affiliated
persons’’ of the Portfolios within the
meaning of section 2(a)(3)(A) of the Act
(‘‘Affiliated Shareholders’’).
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